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August 11, 2003

John Taylor

Associate Commissioner for Regulatory Affairs

U.S. Food and Drug Administration

DHHS/FDA/ORA/HQ/OE/DEIO

Building PKLN Room RM1490 (Mail stop HFC-1)

Rockville MD 20857

Dear Sir:

We are aware that the FDA has undertaken a 60-day review of various forms of labels, tags and tamper evident materials to prevent the distribution of counterfeit drugs, and set up a Task Force to look at improvements.
I am writing to alert you to an opportunity to apply a new labeling/sealing feature that would significantly enhance the security of pharmaceutical products manufactured and distributed in the United States, as well as those imported from others countries.  The feature exploits random patterns of fluorescent fibers in a unique manner to definitively prevent counterfeiting.

As noted in the December 2002 issue of American Pharmaceutical Review in an article entitled “Counterfeit Drugs: A New Paradigm for Security,” “…Pharmaceuticals are critical to the social, economic and political stability of the United States. No other sector of the economy is more dependent on consumer confidence and, like food products, they are highly vulnerable to deliberate and/or accidental disruption...” 

The issue of counterfeit pharmaceutical products received heightened public awareness as well as controversy, with the recent passage of the Pharmaceutical Market Access Act of 2003, in the House of Representatives (H.R. 2427 – the “Act”) permitting pharmaceutical products from foreign countries to be shipped to the United States.  While recognizing that the intent of this Act is to help lower the cost of pharmaceutical products to American citizens, there is an acknowledged risk of exposing the public to out of date, mislabeled, counterfeit or faked products imported from abroad.  

Earlier this year, the FDA adopted a policy of requiring barcodes to be printed on the labels of pharmaceutical products, to improve patient safety by reducing medication errors and to more quickly identify potential errors, and to strengthen reporting requirements for safety problems involving medicines.  While we wholeheartedly endorse this step to ensure the safety of American medical patients, we also believe that this is the time to take advantage of a new technology to address the growing public health and safety problem caused by counterfeit pharmaceutical products, labels and packaging.

Tracer’s new approach to counterfeit detection is based on exploiting distinctive and unique optical fluorescent fibers randomly embedded into labels and/or tamper evident seals.  This Dichroic Fiber technology was originally developed by Oak Ridge National Laboratory and is exclusively licensed for commercialization.  The fibers are provided within or upon paper or other substrate.  They are “read” by proprietary scan during the manufacture or pre-issuance processing.  An alphanumeric or other symbolic code (e.g. bar code, datamatrix) is calculated from the resulting digital image(s), encrypted and printed in known proximity to the zone scanned on each document. 

 

The image of the random pattern of fibers must match the pattern under a validating field scan.  The possibility of an occurrence of duplicate codes is less than 1 in 1000 trillion.  To break this system, a counterfeiter would have to simultaneously duplicate the fiber material, the fibers' absorption and fluorescence at specific wavelengths, and must employ the same optics.  Further, the scanning of fibers must also occur at the correct location on the document or item, and the resulting image(s) must match the associated code via encryption. The result is immediate, real-time authentication of labels placed on pharmaceutical products, and therefore the pharmaceutical products contained therein, using the same barcode just adopted by the FDA.

Additionally, this technology can be used on prescription scrip used by doctors in prescribing medicines to prevent unauthorized dispensing of pharmaceuticals and controlled substances.

Section 5 (USE OF COUNTERFEIT-RESISTANT TECHNOLOGIES TO PREVENT COUNTERFEITING) and Sec 505.B (COUNTERFEIT-RESISTANT TECHNOLOGIES) of the Act discuss technologies to address the issues of misbranding, counterfeiting of the label or packaging, or product/label/package tampering.

Tracer’s proposed security feature represents both overt and covert security that is virtually impossible to duplicate or counterfeit.  As the digital information created from the random pattern of dichroic fibers results from variable illumination, they can in fact constitute an “optically variable device.” the Dichroic Fiber anti-counterfeit security feature meets the other standards detailed in this language.  Importantly, this feature is based closely on the colored fibers now found in the U.S. Currency.  Subject to product development, Tracer’s feature is also amenable to being included in packaging and shipping container labeling as specified in the “Act.”  In a related area, it should be noted that this new security feature is also expected to be included in the new standards of the American Association of Motor Vehicle Administrators for drivers’ licenses when they are published in September.

Finally, it is also important to note that Tracer’s security feature has shown promise in being combined with other security features.

Meshing Tracer Detection Technology’s System with Biometric and Other Technologies

In addition to its stand-alone robustness, Tracer’s FiberTag™ technology can be applied to strengthen the security of many anti-counterfeiting technologies with which Tracer’s fibers are not optically interfering.  These include forms of biometrics, inks, color variations/layers, micro-printing, holograms, and others TBD.

Taking biometrics as an example, these are strengthened by the way of Tracer’s system with its capability for:

a. Authenticating the material from which an identification document was manufactured, optionally tying it to whatever specific biometric method is employed by the authorizing organization, or is targeted by a counterfeiter; or

b. Rendering a photograph or other zone of an identification document tamper-evident; or

c. Enhancing the means of tying one zone of a document to another, for example the front of a document to its back; or

d. Any of the foregoing in combination.

I would like to urge that you include the Dichroic Fiber technology for authentication and anti-counterfeit security in the current FDA 60-day review.  Further, we would like your consideration of this new security feature as plans are made to ensure the safety of pharmaceutical products distributed to the American patient, whether they are manufactured in the U.S., or imported from other countries.  We can be available for a meeting to review this anti-counterfeit security feature in more detail.









Respectfully,









Jay Fraser









President & CEO

